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Mozilla Firefox Setting for Test Webpage.

Step 1:Start the ACPL RD service and Open Mozilla Firefox Brower.

Step 2:Click the menu button — as shown Red mark in below image and select @ Settings.

@ | Finger Print, Biometrics, Aadhaar, ¢/ X |+
< c @ O B nipsacplinaet & Qsesrcn ofs =

1 privacy policy B peliv ice Terms Y Return & Refund Policy

Registered Device
Click to download Rd-Service, Sample code and
Documnets Download Specifications
for Auth 2.0and eKyc 2.1

Specifications

8 snopdeal

Avaliable ON -g

Image Capture,

5 Enroliment / Template
(15019794-2/15019794-4 and FIPS 201° e
Compliant,Minex III Certified ) 1]

3 Matching
B Windows OS
Software Platform (32 bits and 64 bit), Linux,
Android

Subscription/Warranty Extension

API

Buy FM220U Device Now

Step 3:Select the Privacy & Security and go to the Certificates section and click on view
Certificates buttons.

Certificate: Kn
y confim the current valicity of View Certificates..

Security Dovices...

Manage Exceptions..
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Step 4:The certificate manager window appears, open to the Servers tab.
Click On the Add Exception Button to add 11100 ports.

Certificate Manager

Your Certificates Authentication Decisions People Servers Authorities

These entries identify server certificate error exceptions ﬁ

Server SHA-256 Fingerprint

Add Exception...

-

Step 5:Enter https://localhost:11100 in location and click on the Get certificate.

Add Security Exception

You are about to override how Firefox identifies this site.

Legitimate banks, stores, and other public sites will not ask
you to do this.

Location: | https://localhost:11 1E}D| Get Certificate

Cancel
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Step 6:Then click on Confirm Security Exception Button.

' Add Security Exception

You are about to override how Firefox identifies this site.
Legitimate banks, stores, and other public sites will not ask
you to do this.

Location: |https://localhost:11100 Get Certificate

This site attempts to identify itself with invalid
information.

Unknown Identity

The certificate is not trusted because it hasn't been verified as issued by a
trusted authority using a secure signature.

View...

~ Permanently store this exception

n—> Confirm Security Exception Cancel

Step 7:Repeat Step 4 to Step 6 to add Exception for port 11200, Each Added server Shows in
certificate manager window as shown in below Figure.

Certificate Manager

Your Certificates Authentication Decisions People Authorities

These entries identify server certificate error exceptions

Server SHA-256 Fingerprint
localhost:11100 1B:4E:BF:D7:04:A7:93:D1:49:4B:67:1C:5C:DC....
localhost:11200 1B:4E:BF:D7:04:A7:93:D1:49:4B:67:1C:5C:DC:

Add Exception...
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Step 8: Now Open https://www.acpl.in.net/fm220 entry/RD_Service Call HTTP.aspx in Mozilla
Firefox. As shown in the below image RD service is active in Mozilla Firefox.

@ | = RDSERVICECALLDEMOPAGE X = + b = X
& (6] (A Q B httpsy/juww.acglinnet/m220_enry/RD_Service Call HTTP.aspx w ‘ Q Search § =
ACPL FM220 RD Service Call Demo
RD Service is ACTIVE

Active RD Service (HTTPS): 11200 STARTEKACPL :
Finger Type({Type): FMR v Finger Count(fCounf): 1 v PID Format(format): X
OTP: Demographic String:
4
Validation Key :
4

WADH :

4
RD Service Info Capture For Auth Capture For E-Kyc n

Please feel free to contact our helpline centre if you find any trouble while operating:

Phone: 0265- 6110 955
WhatsApp & Call:
78740 78565/81419 58565 / 90999 70565.
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